
 
 
 
The last 12 months has seen significant changes in IT Security detection and prevention.  
 
As you may already be aware the changes in the way businesses are targeted has moved from 
business interruption to businesses being effectively held up electronically for money. 
(Ransom Attacks) 
 
These attacks are now consistent and highly efficient reaching 10s of millions of users 
worldwide. 
 
The developers of these attacks have designed products that work quietly, effectively and are 
undetectable by normal antivirus firewall and monitoring standards. 
 
Although good quality backup restore solutions and Disaster Recovery processes are in place, 
these can only assist after the attacks have been executed. 
 
This effectively means many businesses have had to pay the ransom to unencrypt their files. 
 
Whilst paying the ransom is effective in 90% of circumstances, this only encourages  the 
creators of these programs into more effective attacks and smarter payment methods ensuring 
these types of attacks continue.  
 
In conjunction with our Gaming Firewall hardware manufacturer, Kerio Technology, Secom 
now have the ability to install a security plugin that detects these new attack trends including 
Crypto virus. 
 
For more information on the prevention tool, please contact Secom Technology on  
1300 781 224, or email us at sales@secomtech.com.au.  
Our Technical Operations Manager will then be in touch with you advising you on options 
for your venue.  
 
 
 
 

 


